7 June 2018

Dear Gareth Southgate

We are writing to you to warn you of your potential vulnerability to spying by rival managers seeking a competitive advantage, and who want to learn as much as they can about your teams’ tactics, and to provide you with a Faraday Cage which you can use to protect yourself.

Today, your phone and other devices are vulnerable to spying. Potential attackers can:

- Hack into your mobile phone and other devices
- Activate your device’s webcam or the mic
- Intercept your phone calls
- Activate your GPS-locator

Russia’s nationwide surveillance system, SORM, also taps directly into telecommunications networks, which will be used to spy on conversations had over the phone in Russia.

To protect you, we attaching a Faraday Cage, specially designed by Agent Provocateur founder Joseph Corré, which can be used to block electromagnetic signals from reaching your devices. While your device is in the Cage, it will not be able to receive a signal.

The Cage is a temporary measure. There are other steps that we can all take to mitigate against the risk of being hacked, such as installing updated, using 2-factor authentication, and relying on more secure messaging apps. If you have time in your busy schedule, we would be happy to deliver a brief presentation to you on the potential risks and steps you may take to mitigate them.

Good luck!

Yours sincerely

Edin Omanovic
Privacy International